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The maximum number of staff positions is 1250, including central, regional and county structures, excluding dignitaries 

and staff positions related to dignitaries’ cabinets

The organisational chart of the Directorate was approved by the Decision no.19/15.02.2022 of the Supreme Council of 

National Defense


